
Released Patch Notes 
 

Product: Captiva Cloud Toolkit  Product Version: 3.0 

Public Module Name: Captiva Cloud Runtime 

  Version: 3.0.1637 Patch Date: 10/14/2020 

 

Components Updated: ISISWebService 

 
To install the patch: 
 

Run setup.exe and follow installation instructions. 
 

 
(CCT-680): 
 

Captiva Cloud Toolkit implicitly enables scanner barcode detection feature before a scan job starts. In other 
words, barcode detection is performed in background although there is no business need form customer 
perspective, and it may affect scanning rate. This behavior can be changed using new tag 
TAG_BAR_FORCED_HW_DETECTION (= 0x1735). 
This tag can be set to '0' or '1' using settagintegervalue method. 
Setting the tag to '0' disables forced hardware barcode detection during scanning routine. 
Since the tag isn't transformed into any ISIS tag (in contrast to TAG_COLOR_FORMAT) its value could not 
be stored in a scan driver. 
It means that the tag value cannot be restored from cached scanner settings. 
Once a new session created, the tag value is reset to its default value '1'. 

 
 

Bugs Fixed/Enhancement:   
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CCT-716 SSLHelper.exe is terminated due to stack overflow 
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CCT-694 
The Captiva Cloud Toolkit is incompatible with Turkish Windows 

operating systems. 
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CCT-688 

In the Captiva Cloud Toolkit with Fujitsu fi-6670 PaperStream IP 

scanner, when a blank page detection is enabled, if the front side of 

the first page is blank, then the back side of the first page is never 

delivered. 

https://jira.opentext.com/browse/CCT-694
https://jira.opentext.com/browse/CCT-688
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CCT-690 

In the Captiva Cloud Toolkit, the root certificate not only contains a 

private key, but the private key is exportable by any user logged onto 

the machine. 
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CCT-680 
In the Captiva Cloud Toolkit, the new option to disable forced 

hardware barcode detection during scanning routine is implemented. 
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CCT-547 
In the Captiva Cloud Toolkit 3.0, it's impossible to scan when a user 

is logged-in to Azure AD-linked account. 
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CCT-493 

In the Captiva Cloud Toolkit with Kofax VRS blank page deletion 

option, after the blank page is deleted the next front side page is 

detected as back side. 
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CCT-514 
The Cloud Capture Toolkit does not release scanners when the 

timeout is exceeded. 
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CCT-489 
In Captiva Web Client, in the scanner settings dialog, some buttons 

are overlapped with inappropriate "~COMMONDRIVER" text. 
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WEBCAP-

1660 

Issue occurs when integrating the Captiva Cloud Toolkit into the 

custom installer. 
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1656 

Error "Value does not fall within the expected range." occurs when 

Pixwncc (PixtWAIN) is used with Xerox 3345. 

WEBCAP-

1653 
Properties of the installed product are rebranded. 

WEBCAP-

1636 

The Captiva Capture Toolkit does not work through SSL on 64 bit 

version of Firefox. 
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CCT 2.0: Firefox ESR45 (or Firefox in general) Failed to Call HTTPS 
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